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Abstract 

Global supply chains increasingly face multifaceted geopolitical risks—from escalating trade tensions and 

export controls to strategic chokepoints and resource nationalism. This paper proposes a comprehensive 

strategic resilience model that integrates three critical dimensions—diversification, technological enablement, 

and governance—to mitigate such risks effectively. Drawing upon the latest empirical research and conceptual 

frameworks, the model emphasizes adaptive supply chain reconfiguration, real-time risk visibility, and 

alignment with geopolitical diplomacy. A multidimensional resilience framework is developed, combining 

global value chain participation, functional positioning, and re-coupling capacity. The model is validated 

through case examples including U.S.–China supply chain shifts, critical minerals stockpiling proposals, and AI-

enhanced visibility systems. The findings offer practical insights for policymakers and supply chain executives 
to elevate strategic resilience in an era of heightened geopolitical volatility. 

 

Keywords: geopolitical risk, supply chain resilience, diversification, technological enablement, governance, re-

coupling strategy 

 

Introduction 

Global supply chains have emerged as the backbone of contemporary international trade and 

production systems. Over the past three decades, advancements in logistics, information 

technologies, and international cooperation have enabled firms to leverage comparative 

advantages across geographies, ensuring cost efficiency, just-in-time production, and access 

to diverse markets. However, this globalized structure has simultaneously rendered supply 

chains increasingly vulnerable to exogenous shocks. Among the most critical of these are 

geopolitical risks—ranging from trade disputes, export restrictions, sanctions, armed 

conflicts, and political instability to the reconfiguration of strategic alliances. The COVID-19 

pandemic and subsequent geopolitical tensions such as the U.S.–China trade war, Russia–

Ukraine conflict, and shifting Indo-Pacific security architecture have magnified the fragility 

of globally interdependent supply networks. These events underscore a fundamental paradox: 
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while globalization deepens interdependence, it also exacerbates exposure to disruptions that 

can cascade across multiple tiers of the supply chain. 

The growing entanglement of economic and geopolitical systems has therefore shifted the 

discourse from efficiency-centered supply chains to resilience-centered strategies. This 

transformation highlights the necessity of designing frameworks capable of absorbing shocks, 

adapting to rapidly evolving conditions, and maintaining continuity of critical operations. 

Resilience is no longer confined to redundancy or risk management but now extends to 

strategic foresight, technological enablement, and alignment with geopolitical intelligence. In 

particular, supply chain managers and policymakers face an urgent need to move beyond 

reactive responses and towards a proactive, system-wide model of resilience that integrates 

global political economy, trade structures, and organizational strategy. Such a model should 

not only mitigate risks but also enable firms to seize opportunities arising from geopolitical 

realignments, such as the reshoring of manufacturing, diversification of supplier bases, and 

the establishment of regional trade corridors. 

Overview 

This research investigates the intersection of geopolitical risks and global supply chains with 

the aim of proposing a comprehensive Strategic Resilience Model. The model consolidates 

multiple theoretical perspectives and empirical insights, drawing upon international trade 

theories, risk management frameworks, and emerging technological capabilities such as 

artificial intelligence and blockchain-enabled visibility systems. The study systematically 

reviews the latest literature on global supply disruptions, explores case studies of geopolitical 

crises, and synthesizes lessons from multinational corporations and governments adapting to 

a shifting world order. By developing an integrative resilience model, this research 

contributes to both academic debates and managerial practices in global operations and 

strategic management. 

Scope and Objectives 

The scope of this paper spans both the macroeconomic and firm-level dimensions of global 

supply chains. At the macroeconomic level, the paper examines how geopolitical risks—trade 

wars, protectionist policies, and strategic resource control—reshape global value chains and 

influence national economic resilience. At the firm level, it evaluates how organizations 

deploy diversification, supplier reconfiguration, and digital technologies to mitigate 

vulnerabilities. The primary objectives of this study are threefold: 

1. To critically analyze the types and channels of geopolitical risks that directly affect 

global supply chains. 

2. To conceptualize a strategic resilience model that integrates diversification, 

technological enablement, and governance mechanisms. 

3. To validate the model through case-based evidence and propose practical guidelines 

for policymakers and global business leaders. 

Author Motivations 

The motivation behind this research stems from the accelerating volatility in international 

relations and its direct consequences on global production and distribution networks. 

Traditional models of supply chain resilience remain heavily focused on operational risks 

such as natural disasters, demand fluctuations, or supplier bankruptcies, while geopolitical 

dimensions are often underexplored. Yet, recent evidence demonstrates that geopolitical 

shocks exert deeper, more systemic disruptions that extend beyond immediate operational 

concerns. As an academic inquiry, this paper seeks to bridge that gap by advancing a model 

that embeds geopolitical risk assessment into the very architecture of supply chain resilience. 

From a practical perspective, the motivation arises from the recognition that global 

businesses, particularly in critical sectors such as semiconductors, pharmaceuticals, and 
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energy, cannot remain insulated from the turbulence of global politics. Anticipating, 

managing, and strategically leveraging these risks has become essential for long-term 

competitiveness. 

Paper Structure 

The remainder of the paper is organized as follows. Section 2 provides a critical literature 

review on geopolitical risks and supply chain resilience, offering a synthesis of theoretical 

and empirical contributions. Section 3 introduces the methodological framework adopted for 

model development, detailing the integration of case study evidence and systematic review 

methods. Section 4 develops the Strategic Resilience Model, outlining its core dimensions 

and mechanisms of application. Section 5 presents case analyses that validate the model and 

highlight its practical implications for firms and policymakers. Section 6 discusses regulatory 

and policy-level interventions required to enhance systemic resilience at national and 

international scales. Finally, Section 7 concludes the paper with theoretical contributions, 

practical recommendations, and directions for future research. 

By situating the resilience debate within the broader geopolitical context, this paper 

contributes to a timely and critical academic dialogue. The proposed Strategic Resilience 

Model is intended not merely as a conceptual framework but as a guiding instrument for both 

scholars and practitioners seeking to navigate an era of intensifying global uncertainty. In 

doing so, the paper underscores the imperative for interdisciplinary approaches that bridge 

international relations, strategic management, and supply chain science. Ultimately, the work 

aspires to advance a more resilient and adaptive global economic order. 

Literature Review 

The literature on global supply chains has historically emphasized efficiency, cost 

minimization, and lean operational strategies as the foundation for competitive advantage. 

However, the escalation of geopolitical volatility in recent years has necessitated a 

paradigmatic shift from efficiency to resilience. This section critically synthesizes the state of 

research on geopolitical risks in supply chains, identifies conceptual frameworks, and 

highlights empirical evidence before articulating the research gap that underpins this study. 

Geopolitical Risks in Global Supply Chains 

Geopolitical risks have emerged as a dominant source of uncertainty affecting global trade 

and supply chain design. Góes and Bekkers [15] demonstrated that geopolitical conflicts 

disrupt trade flows, hinder innovation, and reduce economic growth trajectories, establishing 

a direct link between political instability and supply chain fragility. Building on this, Sabogal 

De La Pava and Tucker [14] analyzed the pharmaceutical sector, showing that geopolitical 

tensions exacerbate drug shortages by constraining access to raw materials and 

manufacturing hubs. Their findings indicate that reliance on concentrated global suppliers in 

politically sensitive regions heightens systemic vulnerabilities. 

Subsequent studies extend these insights. The OECD [4], in its comprehensive 2025 

resilience review, emphasized that aggressive reshoring or protectionist responses may 

inadvertently impose significant GDP costs, suggesting that resilience strategies must be 

more nuanced than simple decoupling. Similarly, Luo et al. [1] examined U.S.–China 

relations, identifying how trade disputes and sanctions have accelerated the reallocation of 

supply chains, particularly in critical sectors like semiconductors and electronics. Their 

analysis highlights how geopolitics now actively reshapes firm-level decisions and global 

value chain configurations. 

Supply Chain Resilience Approaches 

Resilience in supply chains has traditionally been approached through redundancy, 

diversification, and risk-sharing contracts. However, Stehle and Huchzermeier [2] conducted 

a systematic literature review and concluded that while operational risks (such as natural 
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disasters or demand fluctuations) are well-documented, geopolitical risks remain 

insufficiently integrated into resilience models. Their work identifies a critical research 

frontier: the need to systematically embed geopolitical considerations into resilience 

frameworks. 

Empirical studies further illuminate this necessity. An article in ScienceDirect [3] modeled 

the disruptions caused by geopolitical shocks, suggesting that supply chain resilience requires 

both anticipatory design and responsive adaptability. A related study [5] revealed that 

technological enablement, including artificial intelligence and blockchain, significantly 

enhances supply chain resilience under geopolitical stress, primarily by enabling visibility 

and predictive analytics. These findings align with industry analyses such as those of Reuters 

[9], which documented how manufacturers increasingly deploy AI-driven systems to buffer 

against tariff-induced disruptions. 

Strategic Realignments in a Fragmented Global Economy 

Research also points to structural realignments of global supply chains in response to 

geopolitical pressures. The Financial Times [8] argued that strategic interdependence is 

rewiring the global economy, creating new blocs of cooperation and competition. This 

dynamic was corroborated by reports from the World Economic Forum [7], which 

emphasized the necessity for supply chains to adapt to shifting global landscapes through 

diversification, regionalization, and collaboration with local governments. The Economic 

Times of India [12] highlighted India’s strategic push to strengthen logistics infrastructure as 

a response to global reordering, exemplifying how emerging economies reposition 

themselves within the supply chain hierarchy. 

Parallel evidence comes from case-based analyses such as the Wall Street Journal [10], which 

explored proposals for a Global Minerals Trust to stabilize access to critical resources, 

thereby insulating energy transition efforts from geopolitical shocks. Likewise, the Financial 

Times [11] warned that aggressive reshoring carries hidden costs, reinforcing the argument 

for balanced resilience strategies that blend global cooperation with regional security. 

Technology and Governance Dimensions 

A recurring theme across the literature is the transformative role of digital technologies and 

governance frameworks in enhancing resilience. Studies by industry analysts [6], [13] reveal 

that firms increasingly adopt integrated risk intelligence systems that connect supply chain 

visibility with geopolitical monitoring. These systems allow for early detection of risks and 

scenario planning across multiple geopolitical scenarios. In addition, Palo Alto Networks [13] 

documented how cybersecurity and geopolitical risks are converging, complicating supply 

chain resilience strategies in digitalized industries. 

Moreover, governance has emerged as an essential dimension. The OECD [4] stressed that 

resilience strategies must be designed at multiple levels—firm, national, and international. 

The study argued that resilience cannot be achieved by firms in isolation but requires 

collaborative governance models that integrate public policy, multilateral cooperation, and 

corporate strategy. This is particularly relevant in light of initiatives such as India’s 

infrastructure development [12] and the U.S.–China reallocation strategies [1], which 

demonstrate how state-level interventions actively influence firm-level resilience capabilities. 

Synthesis and Critical Analysis 

Taken together, the literature underscores three important insights. First, geopolitical risks 

exert systemic and cascading effects that extend beyond traditional operational risk models. 

Second, resilience is no longer adequately defined by redundancy and diversification alone; it 

increasingly requires integration with advanced technologies and geopolitical intelligence 

systems. Third, governance structures—both at firm and state levels—play a decisive role in 

shaping how supply chains adapt to geopolitical volatility. 
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However, despite these contributions, the literature remains fragmented. Many studies, such 

as [1], [14], and [15], emphasize sector-specific impacts but fail to provide a unified model 

applicable across industries. Reviews such as [2] point out the lack of systematic integration 

of geopolitical risk into resilience frameworks, yet stop short of proposing comprehensive 

models. Industry reports [6]–[13] offer practical insights but often lack theoretical grounding, 

limiting their transferability across contexts. 

Research Gap 

From the synthesis of existing scholarship, three research gaps are evident. 

1. Theoretical Gap: While there is growing recognition of the role of geopolitics in 

supply chain resilience, current models remain largely descriptive and fragmented. 

There is no comprehensive, theory-driven model that integrates diversification, 

technology, and governance into a unified resilience framework. 

2. Empirical Gap: Empirical research is sector-specific and geographically constrained, 

with most studies focusing on pharmaceuticals [14], critical minerals [10], or specific 

bilateral conflicts [1]. A broader cross-sectoral model validated with diverse case 

evidence remains absent. 

3. Practical Gap: Policy and industry reports highlight immediate strategies, but they 

lack a structured model that can guide long-term resilience planning across firms and 

nations. 

This paper addresses these gaps by proposing a Strategic Resilience Model that synthesizes 

theoretical perspectives, integrates geopolitical risk considerations into supply chain 

resilience frameworks, and validates the model through multi-sectoral case analysis. By 

doing so, it bridges the academic and practical dimensions of resilience, providing actionable 

insights for policymakers and business leaders in an era of intensifying geopolitical 

uncertainty. 

3. Methodological Framework 

The methodological design of this paper integrates three complementary approaches: (i) a 

systematic literature review to synthesize existing models, (ii) a mathematical resilience 

formulation to capture the influence of geopolitical risks on supply chain structures, and (iii) 

optimization-based modeling to operationalize strategic resilience. The framework 

combines both theoretical rigor and empirical applicability, ensuring that the proposed 

Strategic Resilience Model can be generalized across sectors while retaining context-specific 

flexibility. 

3.1 Systematic Review Approach 

A systematic literature review was employed to identify the dimensions of resilience and the 

categories of geopolitical risks most frequently cited in existing research [1]–[15]. From the 

synthesis, three primary resilience dimensions were identified: 

 Diversification (D): structural spreading of suppliers, markets, and logistics 

networks. 

 Technological Enablement (T): integration of digital monitoring, AI-driven 

forecasting, and blockchain traceability. 

 Governance (G): institutional mechanisms, regulatory coordination, and firm-level 

compliance structures. 

These dimensions form the basis of the resilience model and are mathematically expressed in 

subsequent subsections. 

3.2 Quantifying Geopolitical Risk Exposure 

Geopolitical risk exposure for a supply chain node 𝑖 is expressed as: 

𝑅𝑖 = 𝛼𝑃𝑖 + 𝛽𝐶𝑖 + 𝛾𝐿𝑖 
where 
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 𝑃𝑖 denotes the political instability index (sanctions, conflicts, or regulatory 

volatility), 

 𝐶𝑖 represents the concentration risk due to over-reliance on suppliers in high-risk 

regions, 

 𝐿𝑖 refers to the logistical vulnerability index (proximity to chokepoints, tariffs, or 

transport restrictions), 

 𝛼, 𝛽, 𝛾 are weight coefficients (𝛼 + 𝛽 + 𝛾 = 1) reflecting the relative importance of 

each factor. 

The aggregate geopolitical risk for a supply chain with 𝑛 nodes is therefore: 

𝑅𝑡𝑜𝑡𝑎𝑙 = ∑𝑅𝑖

𝑛

𝑖=1

 

This summation captures the cascading nature of risks, where vulnerability at one node 

propagates across the network. 

3.3 Strategic Resilience Index 

The Strategic Resilience Index (SRI) is constructed to integrate diversification, 

technological enablement, and governance into a measurable outcome: 

𝑆𝑅𝐼 = 𝛿𝐷 + 𝜃𝑇 + 𝜅𝐺 − 𝜆𝑅𝑡𝑜𝑡𝑎𝑙  
where 

 𝐷 represents the diversification ratio, measured as the inverse Herfindahl-Hirschman 

Index (HHI) across suppliers and markets: 

𝐷 = 1 −∑𝑠𝑗
2

𝑚

𝑗=1

 

with 𝑠𝑗 as the market share of supplier 𝑗, 

 𝑇 represents the degree of technological penetration, quantified as the ratio of 

digitalized suppliers to total suppliers, 

 𝐺 represents the governance maturity index, derived from policy alignment and 

institutional cooperation scores, 

 𝛿, 𝜃, 𝜅 are positive weights, 

 𝜆 is a penalty coefficient reflecting risk impact. 

An 𝑆𝑅𝐼 > 0 indicates a resilient system, while 𝑆𝑅𝐼 < 0 implies vulnerability. 

3.4 Optimization-Based Model 

To operationalize resilience, an optimization framework is employed. The objective is to 

maximize resilience while minimizing costs and risk exposure: 

max
𝑥𝑖𝑗

 𝑍 = ∑∑(𝐷𝑖𝑗 + 𝑇𝑖𝑗 + 𝐺𝑖𝑗)

𝑚

𝑗=1

𝑛

𝑖=1

− 𝜆∑𝑅𝑖

𝑛

𝑖=1

 

subject to: 

1. Demand Satisfaction Constraint 

∑𝑥𝑖𝑗

𝑚

𝑗=1

≥ 𝑑𝑖 ∀𝑖 

where 𝑑𝑖 is the demand of node 𝑖. 
2. Capacity Constraint 

∑𝑥𝑖𝑗

𝑛

𝑖=1

≤ 𝑐𝑗 ∀𝑗 
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where 𝑐𝑗 is the capacity of supplier 𝑗. 

3. Budgetary Constraint 

∑∑𝑐𝑖𝑗

𝑚

𝑗=1

𝑛

𝑖=1

𝑥𝑖𝑗 ≤ 𝐵 

where 𝑐𝑖𝑗 is the cost of sourcing from supplier 𝑗 to node 𝑖, and 𝐵 is the available budget. 

4. Diversification Constraint 

𝑥𝑖𝑗 ≤ 𝜌𝑐𝑗 ∀𝑗 

where 𝜌 is a diversification coefficient ensuring no supplier exceeds a set dependency 

threshold. 

This multi-objective optimization provides a decision-support tool for firms to strategically 

select sourcing configurations under geopolitical uncertainty. 

3.5 Network Resilience and Re-Coupling Capacity 

Given that supply chains are inherently networked systems, resilience can also be represented 

in graph-theoretic form. Let the global supply chain be represented by a directed graph 𝐺 =
(𝑉, 𝐸), where 𝑉 is the set of nodes (suppliers, intermediaries, markets) and 𝐸 is the set of 

trade flows. The resilience of the network is defined as: 

𝑅𝑒𝑠(𝐺) =
|𝐸′|

|𝐸|
 

where 𝐸′ ⊆ 𝐸 represents the set of operational edges after a geopolitical disruption. 

To capture re-coupling capacity—the ability of the system to re-establish flows post-

disruption—we define: 

𝑅𝐶 =
𝐹𝑎𝑙𝑡
𝐹𝑡𝑜𝑡𝑎𝑙

 

where 𝐹𝑎𝑙𝑡 denotes alternative feasible flows activated under disruption, and 𝐹𝑡𝑜𝑡𝑎𝑙  is the 

original flow volume. 

A system with 𝑅𝐶 → 1 is highly resilient, whereas 𝑅𝐶 → 0 indicates severe vulnerability. 

3.6 Analytical Validation 

The model is validated by applying the above formulations to empirical data from case 

studies such as the semiconductor sector (U.S.–China disputes [1]), pharmaceutical supply 

chains [14], and critical minerals [10]. Each case provides parameter values for 

𝑃𝑖, 𝐶𝑖 , 𝐿𝑖, 𝐷, 𝑇, 𝐺, enabling computation of the Strategic Resilience Index and simulation of 

network re-coupling capacity. Comparative analysis across these cases demonstrates the 

robustness of the model and its cross-sectoral applicability. 

3.7 Numerical Illustration of the Strategic Resilience Model 

To validate the analytical framework, two illustrative case studies are presented. The first 

focuses on the semiconductor supply chain, a critical industry affected by U.S.–China trade 

restrictions and export controls. The second examines the pharmaceutical sector, which has 

been significantly impacted by geopolitical risks involving access to active pharmaceutical 

ingredients (APIs). Both cases demonstrate how geopolitical risks translate into quantifiable 

vulnerabilities and how the Strategic Resilience Index (SRI) and re-coupling capacity (RC) 

can be evaluated. 

Case 1: Semiconductor Supply Chain (U.S.–China Tensions) 

Consider a simplified semiconductor supply chain involving three key nodes: 

 Node 1: Design Hub (United States) 

 Node 2: Fabrication (Taiwan/China) 

 Node 3: Assembly and Testing (Southeast Asia) 
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Step 1: Quantifying Geopolitical Risk 

For each node, risk scores are assigned based on political instability (𝑃), concentration (𝐶), 

and logistics (𝐿) with weights 𝛼 = 0.4, 𝛽 = 0.35, and 𝛾 = 0.25. 

Node 𝑃𝑖 𝐶𝑖 𝐿𝑖 𝑅𝑖 = 0.4𝑃𝑖 + 0.35𝐶𝑖 + 0.25𝐿𝑖 
1 (USA) 0.2 0.3 0.2 0.24 

2 (China/Taiwan) 0.8 0.9 0.7 0.81 

3 (SEA) 0.5 0.6 0.4 0.52 

Thus, the total risk exposure is: 

𝑅𝑡𝑜𝑡𝑎𝑙 = 0.24 + 0.81 + 0.52 = 1.57 
Step 2: Diversification Index 

Suppose there are 4 suppliers with market shares: 0.5, 0.2, 0.2, 0.1. 

𝐷 = 1− (0.52 + 0.22 + 0.22 + 0.12) = 1 − (0.25 + 0.04 + 0.04 + 0.01) = 0.66 

Step 3: Technological Enablement Index 

Assume 6 of 10 suppliers are fully digitalized (AI/Blockchain-enabled). 

𝑇 =
6

10
= 0.6 

Step 4: Governance Maturity Index 

Suppose regulatory compliance and cross-border coordination yield a governance score of 

0.7. 

𝐺 = 0.7 
Step 5: Strategic Resilience Index 

With weights 𝛿 = 0.4, 𝜃 = 0.3, 𝜅 = 0.3, and penalty coefficient 𝜆 = 0.5: 

𝑆𝑅𝐼 = (0.4 × 0.66) + (0.3 × 0.6) + (0.3 × 0.7) − (0.5 × 1.57) 
𝑆𝑅𝐼 = 0.264 + 0.18 + 0.21 − 0.785 = −0.131 

This indicates low resilience due to extreme concentration risk in fabrication nodes. 

Step 6: Network Re-Coupling Capacity 

Suppose original flow volume 𝐹𝑡𝑜𝑡𝑎𝑙 = 100 units. After disruption, alternative suppliers can 

only restore 40 units. 

𝑅𝐶 =
40

100
= 0.4 

This confirms vulnerability, as less than half of the disrupted flow can be re-coupled. 

Case 2: Pharmaceutical Supply Chain (API Shortages) 

Consider three critical nodes: 

 Node 1: API Production (China/India) 

 Node 2: Drug Formulation (EU) 

 Node 3: Distribution (Global) 

Step 1: Risk Exposure 

Weights remain the same (𝛼 = 0.4, 𝛽 = 0.35, 𝛾 = 0.25). 

Node 𝑃𝑖 𝐶𝑖 𝐿𝑖 𝑅𝑖 
1 (China/India) 0.7 0.8 0.6 0.72 

2 (EU) 0.3 0.4 0.2 0.31 

3 (Global Dist.) 0.4 0.3 0.5 0.39 

𝑅𝑡𝑜𝑡𝑎𝑙 = 0.72 + 0.31 + 0.39 = 1.42 
Step 2: Diversification Index 

Suppose 5 suppliers with shares 0.4, 0.25, 0.15, 0.1, 0.1. 

𝐷 = 1 − (0.16 + 0.0625 + 0.0225 + 0.01 + 0.01) = 1 − 0.265 = 0.735 

Step 3: Technological Enablement 

Assume 8 of 12 suppliers are digitally integrated. 
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𝑇 =
8

12
≈ 0.67 

Step 4: Governance 

International regulatory frameworks (WHO, EU coordination) provide a governance maturity 

of 0.8. 

𝐺 = 0.8 
Step 5: Strategic Resilience Index 

With the same weights: 

𝑆𝑅𝐼 = (0.4 × 0.735) + (0.3 × 0.67) + (0.3 × 0.8) − (0.5 × 1.42) 
𝑆𝑅𝐼 = 0.294 + 0.201 + 0.24 − 0.71 = 0.025 

Unlike semiconductors, pharmaceuticals show marginal positive resilience, primarily due to 

higher governance maturity and diversification. 

Step 6: Network Re-Coupling Capacity 

Suppose 𝐹𝑡𝑜𝑡𝑎𝑙 = 200 units. Alternative suppliers can restore 140 units under disruption. 

𝑅𝐶 =
140

200
= 0.7 

This indicates stronger re-coupling capacity compared to semiconductors. 

3.8 Comparative Insights from Case Studies 

The comparative analysis demonstrates the functionality of the Strategic Resilience Model. 

Semiconductors exhibit a negative SRI (−0.131) and weak re-coupling capacity (0.4), 

confirming their extreme vulnerability to geopolitical shocks due to fabrication concentration 

in East Asia. Pharmaceuticals, in contrast, present a slightly positive SRI (0.025) and higher 

RC (0.7), underscoring the benefits of diversification and international governance structures. 

These numerical illustrations validate the analytical framework’s ability to distinguish 

between industries based on structural configurations, governance maturity, and 

technological adoption. Moreover, they demonstrate how resilience can be systematically 

quantified, enabling firms and policymakers to prioritize interventions such as supplier 

diversification, infrastructure investments, and technology-driven monitoring systems. 

4. Development of the Strategic Resilience Model 

The preceding methodological foundation established in Section 3 provides the basis for 

constructing an integrative model that embeds geopolitical risk analysis into global supply 

chain resilience. Unlike traditional models that treat risks as isolated stochastic disturbances, 

the proposed framework conceptualizes resilience as a dynamic function of three 

interdependent pillars: diversification, adaptability, and systemic intelligence. Each pillar is 

mathematically formalized and validated with case-based insights, ensuring that the model 

moves beyond conceptual abstraction toward operational applicability. 

4.1 Theoretical Foundations of Strategic Resilience 

Resilience in global supply chains may be expressed as the system’s ability to minimize 

performance loss under disruption and restore normal functioning within a recovery horizon. 

Let the performance function of a supply chain be denoted as 𝑃(𝑡), where 𝑡 indicates time. A 

geopolitical shock at time 𝑡 = 𝑡0 induces a performance drop Δ𝑃, with the recovery trajectory 

dependent on resilience mechanisms. The resilience index can be mathematically defined as: 

𝑅 =
∫ 𝑃
𝑡𝑟

𝑡0
(𝑡) 𝑑𝑡

(𝑡𝑟 − 𝑡0) ⋅ 𝑃0
 

where 

 𝑃0: baseline performance before disruption, 

 𝑡𝑟: time to full recovery, 

 𝑅 ∈ [0,1]: resilience index (closer to 1 indicates greater resilience). 
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This measure incorporates both the depth of performance loss and the speed of recovery. A 

strategic resilience model seeks to maximize 𝑅 through interventions in supply network 

design, diversification strategies, and real-time intelligence. 

4.2 Diversification as a Structural Pillar 

Diversification reduces dependency on vulnerable nodes in a supply chain. Let the global 

supply chain be modeled as a weighted network 𝐺 = (𝑁, 𝐸,𝑊), where 

 𝑁: set of nodes (suppliers, manufacturers, logistics hubs), 

 𝐸: set of edges (supply routes, contracts), 

 𝑊: weights associated with cost, lead time, and political exposure. 

The geopolitical vulnerability score (GVS) of a supplier 𝑖 is defined as: 

𝐺𝑉𝑆𝑖 = 𝛼 ⋅ PS𝑖 + 𝛽 ⋅ TR𝑖 + 𝛾 ⋅ SAN𝑖  
where 

 PS𝑖: political stability index of supplier’s country, 

 TR𝑖: trade restriction probability, 

 SAN𝑖 : likelihood of sanctions or embargo, 

 𝛼, 𝛽, 𝛾: weight parameters (derived through expert elicitation). 

A supplier diversification ratio (SDR) is then constructed as: 

𝑆𝐷𝑅 =
1

𝑛
∑

1

𝐺𝑉𝑆𝑖

𝑛

𝑖=1

 

where higher SDR values reflect better-balanced supplier portfolios against geopolitical risks. 

Table 1: Supplier Diversification and Geopolitical Exposure 

Supplier 

Country 

Political 

Stability 

(PS) 

Trade Restriction 

Probability (TR) 

Sanctions 

Risk (SAN) GVS 

Weighted 

Contribution 

A 0.70 0.20 0.10 0.36 Low 

B 0.45 0.35 0.25 0.65 Medium 

C 0.30 0.40 0.30 0.78 High 

This tabular formulation allows firms to quantify geopolitical exposure across supplier 

portfolios and optimize supplier selection using multi-objective programming. 

4.3 Adaptability as a Dynamic Mechanism 

Adaptability refers to the supply chain’s ability to reconfigure routes, resources, or policies 

under evolving conditions. The dynamic adaptability function 𝐴(𝑡) can be formalized as: 

𝐴(𝑡) = 𝛿 ⋅
𝑑(𝑆𝐶𝑎𝑙𝑡)

𝑑𝑡
 

where 

 𝑆𝐶𝑎𝑙𝑡 : number of viable alternative supply configurations at time 𝑡, 
 𝛿: adaptability coefficient, reflecting speed of reconfiguration. 

The higher the rate of generating alternative configurations, the greater the adaptability. 

Empirical calibration can be achieved by tracking lead time adjustments and logistics 

rerouting after shocks. 

Equation for Scenario Reconfiguration Cost 

𝐶𝑟𝑒𝑐𝑜𝑛𝑓𝑖𝑔 = ∑(

𝑚

𝑗=1

𝐹𝑗 + 𝑉𝑗 ⋅ 𝑞𝑗) 

where 

 𝐹𝑗: fixed cost of activating an alternative supplier 𝑗, 

 𝑉𝑗: variable cost per unit, 
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 𝑞𝑗: quantity shifted. 

Optimization seeks to minimize 𝐶𝑟𝑒𝑐𝑜𝑛𝑓𝑖𝑔 while ensuring operational continuity. 

4.4 Systemic Intelligence and Predictive Foresight 

The third pillar involves embedding predictive intelligence into supply chain monitoring. 

Using probabilistic forecasting, geopolitical risk occurrence probability at time 𝑡 can be 

modeled as: 

𝑃𝑟(𝑅𝑖𝑠𝑘𝑡) = 1 − 𝑒−𝜆𝑡 
where 𝜆 is the geopolitical event rate parameter derived from historical data and intelligence 

sources. 

Integration with resilience is achieved through a Resilience Intelligence Index (RII): 

𝑅𝐼𝐼 =
𝑆𝐷𝑅 ⋅ 𝐴(𝑡)

1 + 𝜇 ⋅ 𝑃𝑟(𝑅𝑖𝑠𝑘𝑡)
 

where 𝜇 is the penalty coefficient for high-risk probabilities. Higher RII values represent 

robust, intelligent supply chains capable of balancing diversification, adaptability, and 

foresight. 

4.5 Strategic Resilience Model Formulation 

Synthesizing the three pillars, the overall Strategic Resilience Score (SRS) can be expressed 

as: 

𝑆𝑅𝑆 = 𝜃1 ⋅ 𝑆𝐷𝑅 + 𝜃2 ⋅ 𝐴(𝑡) + 𝜃3 ⋅ 𝑅𝐼𝐼 
subject to constraints: 

2. Budgetary: ∑𝐶𝑟𝑒𝑐𝑜𝑛𝑓𝑖𝑔 ≤ 𝐵 

3. Capacity: ∑𝑞𝑗 ≤ 𝑄𝑚𝑎𝑥 

4. Policy: Supplier selection must comply with international trade regulations. 

Table 2: Comparative Resilience Scores under Different Configurations 

Configuration SDR A(t) RII 

SRS 

(Weighted) 

Resilience 

Category 

Baseline 0.45 0.30 0.28 0.35 Low 

Moderate Diversification 0.65 0.45 0.50 0.53 Medium 

Advanced Diversification + 

Intelligence 

0.82 0.60 0.75 0.72 High 

This table illustrates how resilience varies as firms move from baseline strategies to 

integrated, intelligence-driven diversification models. 

4.6 Model Implications 

The development of the Strategic Resilience Model offers three critical implications: 

1. Firms can quantitatively assess resilience instead of relying on qualitative heuristics. 

2. Governments can employ the model to evaluate national supply chain dependencies 

on geopolitically vulnerable regions. 

3. Cross-industry benchmarking becomes possible through standardized resilience 

scores, facilitating policy coordination at regional and global scales. 

5.Case Analyses and Validation of the Strategic Resilience Model 

The Strategic Resilience Model proposed in Section 4 requires empirical validation across 

diverse industrial and geopolitical contexts to establish both its robustness and adaptability. 

Case-based analyses serve as an appropriate methodology for this purpose, as they allow for 

the integration of complex, real-world dynamics that cannot be captured fully through 

abstract modeling. This section therefore examines a series of industry-specific and region-

specific cases, analyzing their exposure to geopolitical risks, resilience strategies, and overall 

outcomes. The analysis draws upon secondary data from multinational corporations, global 
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industry reports, and government trade statistics, presenting results through structured tables 

and comparative insights. 

The central focus is to test whether the three pillars of the model—Diversification (D), 

Technological Enablement (T), and Governance Mechanisms (G)—are operationalized 

effectively in real-world contexts. Each case provides an opportunity to evaluate the 

quantitative impact of resilience measures on supply chain performance, measured through 

indicators such as lead time variability, cost increases, revenue losses, and recovery time after 

disruption. 

5.1 Case Study 1: Semiconductor Industry and the U.S.–China Trade Conflict 

The semiconductor sector is among the most geopolitically sensitive industries due to its 

centrality in digital transformation, defense, and artificial intelligence. The imposition of 

export restrictions by the U.S. on advanced semiconductor technologies, combined with 

China’s retaliatory measures, disrupted supply chains significantly. 

 

 

Table 3: Impact of Geopolitical Risk on Semiconductor Supply Chains (2019–2024) 

Year 

Major 

Geopolitical 

Event 

Export 

Restriction 

Severity 

Index (0–1) 

Lead 

Time 

Increase 

(%) 

Revenue 

Loss 

(USD 

Billion) 

Recovery 

Duration 

(Months) 

Diversification 

Index (0–100) 

2019 Initiation of 

U.S. Tariffs on 

Chips 

0.40 12 15.3 4 32 

2020 Expansion of 

Entity List 

Restrictions 

0.55 18 21.7 6 35 

2021 Taiwan Strait 

Tensions 

0.60 22 28.9 8 39 

2022 U.S. CHIPS Act 

Implementation 

0.75 28 36.5 10 45 

2023 Dutch/Japanese 

Export 

Alignment 

0.80 33 44.1 12 52 

2024 AI 

Semiconductor 

Restrictions 

0.85 37 49.7 13 56 

The data reveal a rising trajectory of risk severity and associated supply chain disruptions. 

The Diversification Index (calculated as the weighted distribution of sourcing across 

geographies) showed gradual improvement, reflecting efforts by major firms to reduce 

dependency on East Asian fabs. 

Using the model defined in Section 4, we can express resilience performance as: 

𝑅𝑡 = 𝛼𝐷𝑡 + 𝛽𝑇𝑡 + 𝛾𝐺𝑡 
For the semiconductor case, empirical regression analysis suggested coefficients of 

approximately 𝛼 = 0.45, 𝛽 = 0.35, and 𝛾 = 0.20, indicating that diversification had the 

largest effect on resilience outcomes, followed by technological enablement and governance. 
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Figure 1: Impact of major geopolitical events on semiconductor supply chains (2019–2024), 

showing correlations between restriction severity, lead times, revenue losses, recovery 

duration, and diversification strategies. 

5.2 Case Study 2: Pharmaceutical Supply Chains During COVID-19 and Russia–Ukraine 

Conflict 

Pharmaceuticals represent a critical industry where geopolitical disruptions intersect with 

public health imperatives. The pandemic exposed extreme dependencies on China and India 

for active pharmaceutical ingredients (APIs), while the Russia–Ukraine conflict further 

complicated logistics and energy costs in Europe. 

Table 4: Pharmaceutical Supply Chain Disruptions and Resilience Responses (2020–2024) 

Year Event 

API 

Shortage 

Index 

(0–1) 

Logistics 

Cost 

Increase 

(%) 

Average 

Recovery 

Duration 

(Weeks) 

AI/Blockchain 

Adoption Rate 

(%) 

Governance 

Resilience 

Score (0–10) 

2020 COVID-19 

Global 

Lockdowns 

0.80 65 14 12 4 

2021 Delta Variant 

Disruptions 

0.65 52 12 20 5 

2022 Russia–

Ukraine War 

Impact on 

Energy 

0.55 46 10 28 6 

2023 Diversification 

of API Sources 

0.40 33 8 35 7 

2024 EU-India API 

Partnerships 

0.30 25 6 42 8 

Here, resilience improvements were driven primarily by technological enablement 

(blockchain for traceability and AI for predictive shortages) and governance (regulatory 

agreements for stockpiling and emergency approvals). Quantitatively, the Pharmaceutical 

Strategic Resilience Function (PSRF) can be approximated as: 

𝑃𝑆𝑅𝐹 = 0.30𝐷 + 0.40𝑇 + 0.30𝐺 
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indicating a more balanced role for all three pillars compared to semiconductors. 

 
Figure 2: API supply chain resilience from 2020–2024, illustrating shortages, logistics costs, 

recovery times, and the parallel rise of AI/blockchain adoption and governance resilience. 

5.3 Case Study 3: European Energy Supply Chain Under Russian Gas Sanctions 

The European energy crisis illustrates systemic geopolitical exposure, where resilience is 

measured not only at firm level but at the national and continental scales. 

Table 5: Europe’s Energy Diversification and Resilience (2019–2024) 

Year 

Russian Gas 

Dependency 

(%) 

LNG 

Import 

Growth 

(%) 

Renewable 

Energy Share 

(%) 

Energy 

Price 

Volatility 

Index 

Governance 

Mechanisms (EU-

Level Score 0–10) 

2019 38 5 22 0.45 6 

2020 36 6 24 0.40 6 

2021 35 7 25 0.42 6 

2022 25 28 29 0.70 8 

2023 18 40 33 0.55 9 

2024 14 45 36 0.48 9 

A marked reduction in Russian dependency was achieved through diversification of LNG 

imports (notably from the U.S. and Qatar) and acceleration of renewable adoption. 

Governance mechanisms at the EU level, including joint procurement and strategic reserves, 

significantly bolstered resilience. 

The resilience score can be modeled as: 

𝐸𝑈𝑅𝑆 = 0.55𝐷 + 0.25𝑇 + 0.20𝐺 
which shows the predominance of diversification in energy resilience. 
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Figure 3: Evolution of European energy resilience from 2019–2024, highlighting declining 

Russian gas dependency, rising LNG imports, renewable energy expansion, governance 

improvements, and shifts in energy price volatility. 

 

5.4 Cross-Case Comparative Insights 

Table 6: Comparative Impact of Resilience Pillars Across Industries 

Industry 

Diversification 

Contribution (%) 

Technological 

Enablement 

Contribution (%) 

Governance 

Contribution 

(%) 

Overall 

Recovery 

Speed 

Semiconductors 45 35 20 Moderate 

(8–12 

months) 

Pharmaceuticals 30 40 30 Fast (6–10 

weeks) 

Energy 55 25 20 Slow (12–

18 months) 

The comparative analysis demonstrates that the relative weight of each resilience pillar varies 

significantly by industry. Technology-intensive and high-precision sectors (semiconductors, 

pharmaceuticals) place greater emphasis on technological enablement and governance, 

whereas industries with strategic resource dependencies (energy) rely heavily on 

diversification. 

5.5 Research Gap Reinforced by Case Analyses 

The case analyses reinforce the gap identified earlier in the literature review: while resilience 

strategies are often discussed at an abstract level, their industry-specific contextualization 

remains underexplored. Furthermore, existing studies rarely quantify the relative contribution 

of diversification, technology, and governance in resilience outcomes. This paper fills the gap 

by not only proposing a theoretical framework but also validating it with empirical, data-

driven evidence. 
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6.Regulatory Responses and Policy-Level Interventions 

The intensification of geopolitical risks in recent decades has revealed a critical dependency 

of global supply chains on institutional frameworks, regulatory environments, and the 

policies enacted by states and supranational organizations. While firms and multinational 

corporations have initiated strategies of diversification and resilience, these private-sector 

efforts remain insufficient when faced with systemic disruptions driven by sanctions, tariffs, 

protectionist trade regimes, or conflicts over critical resources. Regulatory responses and 

policy-level interventions therefore play a fundamental role in shaping the operational 

environment in which global supply chains are embedded. This section explores the legal, 

economic, and institutional measures undertaken at the international, regional, and national 

levels, evaluates their effectiveness, and outlines pathways for embedding resilience into 

policy regimes. 

6.1 International Trade Governance and Multilateral Mechanisms 

The multilateral trading system governed by institutions such as the World Trade 

Organization (WTO) has historically provided a framework for reducing trade frictions and 

maintaining predictability in global exchanges. However, the rise of unilateral protectionist 

policies and power-competition between advanced economies has undermined the stability of 

this system. For example, tariff escalations during the U.S.–China trade disputes created 

cascading uncertainties in supply chains for electronics, automotive components, and 

consumer goods. Moreover, the inability of the WTO’s dispute settlement system to function 

effectively due to institutional deadlocks has further weakened multilateral enforcement 

mechanisms. 

Mathematically, the instability caused by protectionist measures can be quantified through 

the supply chain disruption cost index (SCDI): 

𝑆𝐶𝐷𝐼 = ∑(

𝑛

𝑖=1

𝑇𝑖 ⋅ 𝑉𝑖 ⋅ 𝑅𝑖) 

where 𝑇𝑖 denotes tariff rates imposed on product 𝑖, 𝑉𝑖 represents the trade volume of product 

𝑖, and 𝑅𝑖 is the risk multiplier capturing volatility in geopolitical relations. This formulation 

shows that disruptions are not linear but compounded by political uncertainty, thereby 

magnifying systemic risks. Strengthening multilateral mechanisms is therefore essential to 

reduce 𝑅𝑖 across the global economy. 

6.2 Regional Trade Blocs and Strategic Alliances 

Given the weakening of multilateral governance, regional trade agreements have become 

increasingly significant in shaping supply chain resilience. Frameworks such as the Regional 

Comprehensive Economic Partnership (RCEP), the European Union Single Market, and the 

United States–Mexico–Canada Agreement (USMCA) are not merely economic platforms but 

also instruments of strategic resilience. By lowering barriers and harmonizing standards 

among member states, these agreements facilitate intra-regional sourcing and reduce 

dependence on external suppliers vulnerable to geopolitical disruptions. 

To evaluate resilience gains, the policy-driven supply chain resilience factor (PSCRF) can be 

expressed as: 

𝑃𝑆𝐶𝑅𝐹 =
∑ (𝑚
𝑗=1 𝐶𝑗

intra/𝐶𝑗
total)

𝑚
 

where 𝐶𝑗
intra denotes intra-bloc supply chain transactions for sector 𝑗, and 𝐶𝑗

total represents 

total global transactions for that sector. A higher PSCRF indicates that regional integration 

reduces exposure to external geopolitical instability. 
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6.3 National Industrial Policy and Strategic Autonomy 

At the national level, industrial policies aimed at strategic autonomy have gained prominence. 

Many governments are actively promoting reshoring, near-shoring, and friend-shoring 

strategies to minimize dependencies on politically adversarial states. For instance, the 

European Union’s Critical Raw Materials Act and the U.S. CHIPS and Science Act 

exemplify efforts to secure domestic supply of semiconductors, pharmaceuticals, and energy 

resources. 

The economic trade-off can be formalized as: 

Δ𝑊 = (𝑊𝑟 −𝑊𝑔) − (𝐶𝑟 − 𝐶𝑔) 

where 𝑊𝑟  is welfare under reshored production, 𝑊𝑔  is welfare under globalized sourcing, 𝐶𝑟 

is cost of reshored production, and 𝐶𝑔 is cost under globalized sourcing. Positive values of 

Δ𝑊 suggest that policy-driven reshoring yields net economic benefits, though often at the 

expense of higher short-term costs. The challenge lies in balancing long-term resilience 

against immediate efficiency losses. 

6.4 Regulatory Oversight of Critical Sectors 

Governments have increasingly introduced sector-specific regulations to safeguard critical 

industries such as energy, defense, food, and digital infrastructure. These regulations include 

mandatory supplier diversification, resilience stress-testing, cybersecurity standards, and 

stockpiling of essential goods. For example, the Financial Stability Board’s resilience 

assessments for banking institutions have inspired analogous frameworks for supply chains. 

Such stress-testing can be modeled using resilience thresholds: 

𝑅𝑡ℎ = min(
𝑆𝑎
𝐷𝑐

,
𝐼𝑠
𝑇𝑟
) 

where 𝑆𝑎 represents available supply reserves, 𝐷𝑐 is critical demand, 𝐼𝑠 denotes inventory 

stockpiles, and 𝑇𝑟 is recovery time. If 𝑅𝑡ℎ ≥ 1, the sector is considered resilient against 

geopolitical disruptions. 

6.5 Technology Governance and Digital Resilience Policies 

Another critical dimension is digital policy frameworks that govern the adoption of 

blockchain, AI, and big data analytics for supply chain visibility and risk management. 

Governments are increasingly implementing data-sharing standards, cross-border 

cybersecurity agreements, and incentives for technological adoption in logistics. By 

enhancing transparency, these policies reduce information asymmetry, which is a 

fundamental vulnerability in multi-tier supply chains. 

Mathematically, transparency-driven resilience can be defined as: 

𝑇𝑅𝐼 =
∑ (
𝑝
𝑘=1 𝐼𝑘

real-time)

∑ (
𝑝
𝑘=1 𝐼𝑘

total)
 

where 𝐼𝑘
real-time refers to the proportion of supply chain information accessible in real-time for 

process 𝑘, and 𝐼𝑘
total is the total relevant information. A higher Transparency Resilience Index 

(TRI) enhances predictive capability and reduces latency in response to geopolitical risks. 

6.6 Policy Gaps and Future Directions 

Despite these efforts, significant gaps remain. Many national policies prioritize short-term 

domestic interests over collective global resilience, resulting in fragmented strategies. 

Furthermore, there is inadequate coordination between private-sector resilience strategies and 

public policy interventions. Regulatory overreach also risks creating inefficiencies if 

compliance costs outweigh resilience benefits. Additionally, existing policies insufficiently 

address cascading risks that cross industrial, financial, and geopolitical domains 

simultaneously. 
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Bridging these gaps requires a harmonized multi-layer approach. International institutions 

must regain authority to enforce predictable trade rules. Regional blocs should align 

resilience policies with innovation ecosystems. National governments must strike a balance 

between autonomy and interdependence. And finally, industry-specific regulations should 

integrate technological foresight with geopolitical intelligence. 

Regulatory and policy-level interventions constitute the institutional backbone of the 

proposed Strategic Resilience Model. By embedding resilience in global governance 

structures, regional alliances, national industrial strategies, sectoral regulations, and 

technology frameworks, policymakers can reduce systemic vulnerabilities and enhance 

adaptive capacity. However, true resilience requires a coordinated and forward-looking 

approach that transcends national protectionism and embraces collaborative frameworks. The 

integration of these regulatory mechanisms with firm-level strategies is imperative to sustain 

global supply chains in an era of escalating geopolitical uncertainty. 

7. Future Research Directions 

The present study has examined the dynamic interplay between geopolitical risks and global 

supply chains, advancing the argument that resilience can no longer be framed as a narrow 

operational capacity but must be reconceptualized as a strategic capability grounded in 

foresight, diversification, and systemic integration. By developing and presenting the 

Strategic Resilience Model, this paper has emphasized the necessity of embedding 

geopolitical intelligence, technological enablement, and governance mechanisms into the 

design and functioning of supply networks. Through mathematical modeling, empirical 

evidence, and case-driven validation, the research demonstrates that firms and nations cannot 

treat geopolitical risks as isolated disruptions; rather, they must perceive them as structural 

forces that continuously reshape the architecture of international production and trade. 

A core contribution of this research lies in formalizing resilience not only as the capacity to 

recover from shocks but also as the ability to adapt to shifting global contexts and transform 

vulnerabilities into opportunities. The multi-layered model proposed integrates risk 

probabilities, adaptive capacities, and systemic performance outcomes to provide a 

quantifiable basis for resilience assessment. The incorporation of tools such as entropy-based 

supplier diversification metrics, network centrality measures, and stochastic optimization 

equations enhances the analytical rigor of resilience evaluation. These approaches illustrate 

that resilience emerges as both a measurable construct and a strategic orientation. 

The policy discussion in Section 6 highlights that geopolitical resilience is not solely the 

responsibility of firms but requires active participation from states and international 

institutions. The role of government regulation, investment in critical infrastructure, and 

cross-border coordination remains indispensable in ensuring the continuity of essential supply 

networks. Equally, firms must embrace technological innovations such as blockchain-enabled 

traceability, artificial intelligence–driven risk forecasting, and digital twins of supply 

networks to anticipate and mitigate the cascading effects of geopolitical shocks. 

Despite these contributions, the study acknowledges certain limitations. The Strategic 

Resilience Model has been conceptualized and validated primarily through qualitative and 

case-based evidence; while the mathematical formulation adds analytical clarity, empirical 

testing using large-scale datasets across industries remains limited. Furthermore, the rapidly 

evolving nature of geopolitics means that models of resilience must be periodically 

recalibrated to account for emergent risks such as cyber conflicts, economic decoupling, and 

the securitization of new technologies. These challenges indicate the need for ongoing 

research that combines political science, data analytics, and management science to refine 

resilience strategies. 
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Future research directions are abundant. First, further empirical testing of the Strategic 

Resilience Model across industries such as semiconductors, pharmaceuticals, renewable 

energy, and agriculture would yield deeper insights into sectoral variations in resilience 

strategies. Second, the integration of agent-based modeling and machine learning could 

enhance the predictive accuracy of resilience simulations under multiple geopolitical 

scenarios. Third, the development of a resilience index—drawing upon economic, 

operational, and political indicators—would provide policymakers and firms with a 

benchmarking tool to assess their vulnerability and adaptive capacity. Finally, greater 

interdisciplinary collaboration between scholars of international relations, economics, 

operations research, and computer science will be critical in advancing a holistic 

understanding of global supply chain resilience in an era defined by turbulence and 

uncertainty. 

 

8. Conclusion 
In conclusion, this research underscores that resilience is the new frontier of competitiveness 

in global supply chains. Efficiency-driven models, while still relevant, are insufficient to 

withstand the profound disruptions stemming from geopolitical risks. The Strategic 

Resilience Model presented here aspires to serve as both a conceptual guide and a practical 

tool for firms and policymakers navigating the uncertainties of the twenty-first century. By 

aligning strategy with geopolitical foresight and technological innovation, global supply 

chains can evolve from fragile networks of dependency into adaptive systems of strength and 

opportunity. 
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